A world first publication that integrates knowledge, competency, methodologies and applications across the discipline.

Realising opportunity. Building resilience.

How can I build organisational resilience?
How do I integrate security into enterprise risk management?
How do I develop an integrated security strategy?
How do I build a business case to ensure resourcing?
Governments, rating agencies and market regulators are placing an increased emphasis on corporate governance, including effective processes for the management of risk.

Boards now want to be assured that their key business assets of people, information and physical infrastructure are not only being protected but that security risk management contributes to their competitive advantage.

The effective management of risk now requires all organisations to have cohesive and integrated strategies, operations and tactics to optimise their security risk management. Those organisations that effectively manage their security can design resilience and continuity into their competitive advantage through effective protection of people, physical infrastructure and information.

What is SRMBOK?

SRMBOK has been developed by industry and subject matter experts to integrate security practice areas and methodologies in a single source toolkit and reference guide for consultants, managers and practitioners. SRMBOK was developed through strategically focused R&D to integrate existing better practice from a range of management disciplines and provide new insights into a framework containing:

- Standard descriptions for security risk management processes
- A framework of relationships among the standard processes
- Standard metrics to measure process performance
- Management practices that produce best-in-class performance
- Standard alignment to features and functionality

Practice outcomes that would result from consistent and widespread application include:

- A common platform to establish agreed security risk management frameworks for government, NGO and private sector organisations
- A vulnerability analysis and security risk management framework for protecting critical infrastructure consistent with Australian Government security guidance yet sufficiently original that it can be promulgated in the public domain while still protecting classified doctrine
- Consistent framework, methodology and terminology that supports systematic vulnerability analysis in a repeatable fashion
- Detailed guidance for customising and implementing organisational security standards consistent with better practice across industries
- Support development of consistent vocational training and higher education
- Specific tangible advice and case studies to assist implementation

Who needs SRMBOK?
- Security Risk Managers
- Enterprise Risk Managers
- Risk Managers
- Facilities Managers
- First Responders
- Audit and Assurance professionals
- Directors, Boards and CEO’s
- Academics and Researchers
- Students

What can SRMBOK do for you?
Organisations that effectively incorporate security risk management and related governance into their enterprise risk management by applying the methodologies of SRMBOK should be able to answer these key questions:

- How can I build organisational resilience?
- How do I integrate security into enterprise risk management?
- How do I develop an integrated security strategy?
- How do I build a business case to ensure effective resourcing?

Organisations applying SRMBOK to their security risk management plan should be able document security risk management systems, practices and treatments that can be:

- Implemented purposefully to achieve competitive advantage
- Described unambiguously and communicated
- Measured, managed and controlled
- Tuned and re-tuned to a specific purpose

What is in SRMBOK?
See the back panel of this brochure for the full list of contents.

SRMBOK Application Guides
During 2008 and beyond a range of guides will be produced that will enable professionals to apply the principles of SRMBOK to specific areas of practice. SRMBOK Application Guides will be released on the following areas:

Access Management
Business Continuity and Resilience
Command, Control and Communications
Consequence Management and Business Continuity Management
Counter-Terrorism
Crime Prevention through Environmental Design
Crisis Management
Environmental Security
Events and Mass Gatherings
Executive Protection
Explosives and Bomb Threats
Home-Based Work
Human Rights and Security
Implementing Security Risk Management
Intellectual Property Protection
Intelligence Approach to SRM
Investigations and Root Cause Analysis
Maritime Security and Piracy
Mass Transport Security
Organisational Structure
Pandemic
Personal Protective Practices
Psychology of Security
Red Teaming and Scenario Modelling
Resilience and Critical Infrastructure Protection
Security Risk Assessment – Asset, Function or Project Based
Security Risk Assessment – Enterprise Based (ESRA)
Security Specifications and Postures
Security Training
SRM Management Systems (SRM-MS)
Supply Chain Security
The Security Manager
Transnational Security
Travel Security
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SRMBOK Launch & Workshops

Launch Overview:
The lead authors and editors will provide an overview of how the consistent application of SRMBOK can assist you to build resilience into your organisation. They will explain how SRMBOK fits in with the current body of work and standards in the field including alignment with AS/NZS 4360:2004.

Workshop Overview:
- How to use SRMBOK
- Enterprise SRM – how it differs from regular SRM
- SRMBOK framework for organisational resilience
- Integrating SRM and ERM using the SRMBOK framework
- Developing SRM Standards

At the workshops you will learn how to:
- Integrate security into the ERM framework
- Build a business case consistency of SRM spend
- Build organisational resilience into recovery processes
- Understanding the governance implications of security

Dates, venues and timing

<table>
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<tr>
<th>Date</th>
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<th>Launch</th>
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</tr>
</thead>
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<tr>
<td>Tue 26 February ‘08</td>
<td>Sydney</td>
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</tr>
<tr>
<td>Fri 29 February ‘08</td>
<td>Brisbane</td>
<td>07:45 – 09:30</td>
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</tr>
<tr>
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<td>07:00 – 09:00</td>
<td>09:30 – 12:30</td>
</tr>
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<tr>
<th></th>
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<th>Non Member (ex GST)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Launch Breakfast</td>
<td>$50</td>
<td>$75</td>
</tr>
<tr>
<td>SRMBOK ½ day Workshop</td>
<td>$170</td>
<td>$220</td>
</tr>
</tbody>
</table>

Workshop program

The launch and workshops will be conducted by the lead authors and editors of SRMBOK.

Dr Miles Jakeman:
Miles has an extensive career in security risk management that has seen him at the forefront of the response to key security threats for nations in our region (Australia, Thailand, Indonesia and the Philippines) and major multinational companies. He has top secret security clearance, established the Sydney Olympics Security Intelligence Centre and was intimately involved in the Australian Government’s response to the September 11, 2001 attacks, including implementing the inaugural “sky marshal” program. Miles is the principal of Jakeman Business Solutions which continues to provide the region with security risk management solutions.

Julian Talbot:
With more than 20 years’ experience in the practice of security risk management, Julian is one of those rare individuals who have worked for neither the defence nor intelligence services. Before joining Jakeman Business Solutions, Julian was responsible for the Australian Trade Commission security across more than 60 countries. Julian has experience of major resource projects in Australia and internationally. He was responsible for establishing RMIA’s Security Special Interest Group.
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